
If you find yourself a victim of a cyber attack where your personal information has 
been compromised, it's crucial to take immediate action. Here’s what you can do:

Report to Local Authorities:

Police:  File a report with your local police department. This creates an official record of the 
incident.

FBI:  If you're in the U.S., you can report cyber crimes to the FBI's Internet Crime Complaint 
Center (IC3).

Contact Financial Institutions:

Banks and Credit Card Companies:  Inform them about the breach. They can monitor your 
accounts for suspicious activity and may issue new cards.

Credit Reporting Agencies:

Place a Fraud Alert:  Contact one of the three major credit bureaus (Equifax, Experian, 
TransUnion) to place a fraud alert on your credit report.

Credit Freeze:  Consider freezing your credit to prevent new accounts from being opened in 
your name.

Identity Theft Protection Services:

Enroll in a Service:  These services can help monitor your personal information and assist in 
recovery if your identity is stolen.

Monitor Your Accounts:

Regular Checks:  Keep an eye on your bank statements and credit reports for any 
unauthorized transactions or accounts.

Change Passwords:

Update Credentials:  Change passwords for all your accounts, especially those that may have 
been compromised. Use strong, unique passwords.
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Report to the Federal Trade Commission (FTC):

IdentityTheft.gov:  File a report with the FTC, which can provide a recovery plan and guide 
you through the process. File a report with your local police department. This creates an 
official record of the incident.

FBI:  If you're in the U.S., you can report cyber crimes to the FBI's Internet Crime Complaint 
Center (IC3).
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